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**一、课程基本信息**

1．课程编号：M401122B

2．课程平台：专业教育平台

3．课程模块：专业拓展选修课程模块

4．课程性质：选修

5．学时/学分：32/2

6．先修课程：互联网原理与技术

7．适用专业：通信工程

8．教学单位名称：网络安全教学团队

**二、课程教学目标及学生应达到的能力**

《网络攻防技术及应用》是电子信息类通信工程专业本科生的专业拓展选修课程。本课程的主要任务是通过课堂教学、报告、讨论等环节培养学生的网络安全意识以及网络安全理论知识的应用能力，使学生掌握网络安全基本概念、基本原理与技术，熟悉基本的网络攻击和防御手段和工具，了解网络攻防技术前沿进展，具有初步的网络攻防技术应用开发能力。

培养学生正确的网络安全观和安全思维，培养网络安全应用与开发能力，为学习后续课程奠定必要的基础。本课程注重以网络安全理论与技术的发展为载体，从个人视角、组织视角、国家视角展现网络空间安全全景，将专业知识与思政育人元素相融合，引导学生树立正确的人生观、价值观、世界观和安全观。

课程目标及能力要求具体如下：

**课程目标1.** 掌握网络攻防技术基础和基本原理，包括信息采集、漏洞挖掘、隐藏、恶意代码等攻击与防范原理、方法，能运用原理和方法进行网络和系统安全攻防的设计、分析与实现，熟悉基本的网络攻击和防御手段和工具；

**课程目标2.** 培养学生的安全思维和正确的网络安全观与网络伦理，建立维护安全、可信网络空间的责任意识。

**课程目标3.** 通过研究性教学环节，锻炼学生的自主学习能力，培养学生主动扩展专业视野，独立思考和追踪技术发展趋势的意识。

**三、课程教学目标和毕业要求的对应关系**

|  |  |  |
| --- | --- | --- |
| **毕业要求** | **毕业要求指标点** | **课程目标对毕业要求的支撑关系** |
| 5. 研究 | 5.1 针对工程问题，收集信息、查阅文献、分析现有技术的特点与局限性。 | 课程目标1 |
| 9. 职业规范 | 9.1具备人文社会科学素养，理解应担负的社会责任，愿意为社会服务。 | 课程目标2 |
| 13. 终身学习 | 13.1 具备主动学习的能力，能够运用信息和文献工具，自主学习知识。 | 课程目标3 |

**四、课程思政育人目标**

**目标1.** 介绍课程相关内容的发展历史，特别是国内重要科技成果与影响力，让学生增强传统文化和民族的自豪感，坚定理想信念、厚植爱国主义情怀，以及使命感和责任感。

**目标2.** 通过介绍课程中科学家的成就和贡献，弘扬科学家的奉献精神，培养学生坚韧不拔的奋斗精神和开拓精神，严谨求实、不迷信不盲从的科学精神。

**目标3.** 引入思政案例及研究型教学，启发辩证思维，培养学生职业素养和责任意识，工匠精神，树立全面的国家安全观，使之内化为学生的精神追求、外化为学生的自觉行动。

**五、课程教学内容和要求**

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| **序号** | **知识单元**  **（章节）** | **知识点** | **教学**  **要求** | **推荐学时** | **教学**  **方式** | **支撑课程目标** |
| 1 | 绪论 | 网络安全威胁与攻击案例 | 了解 | 2 | 讲授 | 1, 2 |
| 网络安全历史回顾 | 了解 |
| 网络攻击分类 | 掌握 |
| 网络攻击模型 | 掌握 |
| 网络攻防技术发展趋势 | 了解 |
| 2 | 攻防技术基础 | 网络安全体系结构 | 理解 | 4 | 讲授 | 1, 2 |
| 网络安全模型 | 理解 |
| 密码学基本概念 | 掌握 |
| 加密技术 | 理解 |
| 认证技术 | 理解 |
| 安全协议基础 | 了解 |
| 3 | 网络攻击技术 | 目标系统信息收集、黑客历史及发展 | 掌握 | 12 | 讲授 | 1, 2 |
| 信息踩点、端口扫描 | 了解 |
| 恶意代码 | 掌握 |
| 口令攻击 | 理解 |
| 注入攻击、缓冲区溢出攻击、跨站脚本攻击、漏洞挖掘与利用 | 掌握 |
| 欺骗攻击 | 了解 |
| 拒绝服务攻击 | 了解 |
| 4 | 网络防御技术 | 网络防御策略与体系、信息保障 | 理解 | 12 | 讲授 | 1, 2 |
| 防火墙 | 掌握 |
| 入侵检测 | 理解 |
| 公钥基础设施 | 掌握 |
| 网络认证技术 | 理解 |
| 网络安全协议 | 掌握 |
| 网络诱骗技术 | 理解 |
| 数据库安全 | 理解 |
| 应急响应与取证 | 理解 |
| 5 | 网络攻防新进展 | 高级持续性威胁 | 了解 | 2 | 讲授 | 1, 3 |
| 动态目标防御/拟态防御 | 了解 |
| 网络内容安全 | 了解 |
| 云计算安全 | 了解 |
| 大数据安全 | 了解 |

**六、课程教学方法**

本课是通信工程专业的专业选修课，需要运用计算机基础、计算机网络、信息安全理论基础等专业知识，适宜采用灵活多样的教学方式，将理论教学、自主学习、实验演示、课下自主实验等有机结合。通过课堂理论教学讲解基础原理和分析方法，指导课后学生自学部分拓展知识，并结合课程讲授指导学生开展自主实验。

教学方法设计及教学环节的安排建议和要求。其中，课堂讲授包括教学方法和手段设计；作业方面主要写明布置习题或实验达到的目的与要求，题量、题型要求等，提倡按照教学的层次设计作业，加大专题研究和研究性、综合性作业的比例，可限定比例要求。

**（一）课堂讲授**

1．在教学方法上，结合多媒体教学与传统板书，采用以面向问题的引导式教学为手段，以案例教学为载体，激发学生的学习热情，培养学生发现问题、分析问题和解决问题的能力。上课时，适当提出一些问题，引导学生分析讨论，以调动学生的主动性，活跃课堂气氛提高课堂质量。

2. 在教学内容上，注重对基本概念和基本方法的讲解，以建立概念、形成网络攻防整体思路为基础，指出每章的重点和难点部分。

3．在教学过程中，辅以网络渗透测试软件或系统（如Kali Linux）为工具，将部分攻击技术以动态过程进行形象化展示，帮助学生理解重要概念和原理，熟悉相关网络攻防工具的使用。

**（二）作业及指导分析**

本课程特点是理论与实际相结合，涉及面广，需要一定的课后作业支撑。作业题型包括计算、分析和设计等。通过作业巩固知识点的掌握，并适当布置自学作业，达到培养学生主动学习拓展知识的能力，锻炼其分析问题解决问题的能力。根据情况适当增设课堂习题指导及作业评述。

1. **课外学习**
2. 课后推荐网络攻防技术相关MOOC课程或与章节内容相关的视频资源，引导学生课外自主学习。自主学习内容不仅包括易理解的知识点，如协议基本概念；也包括需要查阅文献获得的知识，如网络攻防技术发展新热点与趋势；还可以包括延展性的知识点，如课堂上讲解漏洞挖掘的过程与方法，课后让学生自己进行一些典型的协议漏洞、Web应用漏洞的挖掘与分析。

2. 根据课程进展，推荐课外参考书目或网络资源，布置若干自主学习任务，适当对知识点进行扩展学习，完成指定的课外作业或撰写报告。

3. 课内讨论和课外答疑相结合，充分利用智慧教学平台进行线上答疑。

**（四）课后实验**

可根据课程进展布置课后实验。根据实验环境条件设置Windows/Linux帐户安全、攻防平台与工具、端口扫描、口令攻击与防御、防火墙实验、木马攻击与防御、漏洞利用与防御实验、网络攻防综合实验等实验内容。课堂布置的实验内容，学生需完成实验报告。

**（五）专题研究与讨论**

结合教学内容进展设置适当的专题，可以包括仿真分析、技术原理分析、新技术追踪等，布置学生以个人或分组方式完成技术原理或仿真分析、撰写分析报告、课堂报告分析结果并开展讨论。要求学生运用文献查找和搜索工具，自主学习与网络攻防技术相关的进展和攻防实验平台与软件，描述和分析实际工程问题，了解专业知识在相关领域的前沿应用。

通过专题研讨活动，培养学生主动学习意识和举一反三、探索质疑的思维方式，锻炼学生自主学习能力，培养学生利用计算机软件解决复杂工程问题中网络安全设计、部署、实现的能力，激发学生探究新知识的兴趣，培养良好的科学研究态度，并通过工程实践反哺理论知识学习，帮助学生在理论与实际之间建立“映射”。

研讨过程组织的参考形式及要求如下：

1. 任课教师给出若干参考题目，题目内容可以包括网络攻防某前沿技术领域文献、对网络攻防某方面方法或技术的归纳总结、实际网络安全应用案例的描述和设计与分析等，要求学生自主完成文献查阅、数据收集、分析归纳等，提交研讨报告，并完成答辩展示。

2. 研讨报告内容主要包括问题描述、主要工具与方法、解决方案描述，理论分析和实验结果。

3. 学生个人或分组完成实验分析或理论研讨，提交书面分析报告，并进行课堂口头报告和讨论，对关键问题进行评讲。在课堂讨论中，引导同学交流研究心得，提出问题，开展讨论，对分析研究的结果进行评价比较，从而使学生能够相互借鉴，从不同角度获得对同一问题的充分理解，或交流探讨网络安全理论或应用最新进展，相互促进，共同提高。

**（六）课程思政**

课程思政坚持正确的政治方向，紧紧围绕立德树人根本任务，针对《网络攻防技术及应用》课程学科交叉性强、理论结合实践的特点，细化分解课程思政育人主题，深挖知识点中隐含的思政元素，将课程思政案例（见下表）有机融入相关知识点和教学环节中，通过案例讲解、学生提问、课后调研、课堂展示等方式，在进行知识传授、能力培养的同时，以“润物无声”的形式浸润学生心灵，使之内化为学生的精神追求、外化为学生的自觉行动。

表1《网络攻防技术及应用》思政案例

|  |  |  |  |
| --- | --- | --- | --- |
| 序号 | 章节名称 | 知识点 | 所挖掘的思政元素 |
| 1 | 第1章 绪论 | 网络安全威胁与攻击案例 | 【**时事政治 责任担当**】**-安全事件介绍**  **1、美国封禁华为、断供华为芯片事件**  激发学生对“卡脖子技术”研发的危机感、增强我国网信领域关键技术自主可控能力的责任感和爱国情怀。  **2、震网攻击、勒索软件、俄乌冲突与网络战等**  理解网络空间安全与国家主权、国家利益的关系，培养“没有网络安全就没有国家安全”的网络安全观，弘扬爱国主义精神，树立为实现中华民族伟大复兴而努力学习的使命感与责任感。 |
| 2 | 第2章 攻防技术基础 | 密码学的发展历程；代换密码 | 【**爱国主义 家国情怀**】-**红色密码**  **1、周恩来与“豪密”**  中国共产党和中国工农红军第一本无线电通讯密码。  **2、永不消逝的电波**  介绍人物原型：李白，100位为新中国成立做出突出贡献的英雄模范的故事。 |
| 3 | 第2章 攻防技术基础 | 杂凑函数 | 【**科学精神**】-**王小云对系列密码杂凑算法的碰撞攻击**  该成果直接导致了美国NIST开始面向全球征集新一代安全杂凑算法标准。宣传中国科学家刻苦钻研的精神和为国奉献的情怀，深刻理解“网络安全要尽快在核心技术上取得突破”这个观点，提高学生对核心技术必须自主可控的认识，认识密码算法安全是国家安全的重要组成部分。 |
| 4 | 第5章 网络攻防新进展 | 网络内容安全 | 【**安全思维 爱国情怀】**-**美国瓦解前苏联、美国搞垮乌克兰的案例**  使学生认清霸权国家用经济打压、军备竞赛、心理战和舆论战、传播所谓的“民主与自由”、发动“橙色革命”等手段的本质。通过网络煽动极端情绪和传播虚假的政治观点，会危害一个国家的安全和社会的稳定。 |

**七、课程考核**

本课程考核包括作业与研讨、阶段随堂测验、课后实验、综合作业四个部分，四部分的成绩占课程总成绩的权重分别是20%、20%、20%、40%。

|  |  |  |  |
| --- | --- | --- | --- |
| 考核环节 | 建议分值 | 考核/评价细则 | 对应的课程目标 |
| 作业与研讨 | 20 | （1）主要考核学生对章节知识点的复习、理解和掌握程度；  （2）作业按10分制单独评分，多次作业取各次成绩的平均值作为此环节的最终成绩。 | 1,2,3 |
| 阶段随堂测验 | 20 | （1）可设置结合某场景的综合应用题，分析相应的攻击与防御措施和机制，并给出安全建议。 | 1 |
| 课后实验 | 20 | （1）结合章节讲授内容，考核学生对网络攻防相关机制、算法的理解和掌握程度。  （2）实验内容可包括经典加密算法设计与实现、信息搜集与扫描等。  （3）实验报告按报告模板各内容模块和要求进行整理。 | 1,2,3 |
| 综合作业 | 40 | （1）考查学生自主学习、独立思考和拓展专业知识的能力。并且通过口头和文字表达能力以及讨论交流过程评价学生的掌握程度。  （2）由教师根据专题报告、研究成果展示等综合评定，辅以完成课堂综合作业。 | 1,2,3 |

课程总成绩根据四部分成绩计算后综合评定：

**课程成绩=作业成绩×0.2+阶段随堂测验成绩×0.2+课后实验成绩×0.2+综合作业成绩×0.4**

课程总成绩由百分制对应转换成五级十一段制（A、A-、B+、B、B-、C+、C、C-、D+、D、F）。绩点与成绩的换算关系如下：

|  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 百分制成绩 | 100-90 | 89-  85 | 84-  81 | 80-  78 | 77-  75 | 74-  72 | 71-  68 | 67-  65 | 64-  63 | 62-  60 | 60以下 |
| 五级制成绩 | A | A- | B+ | B | B- | C+ | C | C- | D+ | D | F |
| 绩点 | 4.0 | 3.7 | 3.3 | 3 | 2.7 | 2.3 | 2.0 | 1.7 | 1.3 | 1.0 | 0 |

**八、本课程与其它课程的联系与分工**

本课程的先修课程为“互联网原理与技术”。相关选修课：信息安全理论基础(B)、信息安全管理与风险评估、信息系统安全，课程间内容应避免重复。

**九、建议教材及教学参考书**

［1］ C.Kaufman等著, 许剑卓等译, 网络安全—公众世界中的秘密通信, 第二版. 北京. 电子工业出版社, 2004

［2］安德森 著, [齐宁](http://www.dangdang.com/author/%C6%EB%C4%FE_1" \t "http://product.dangdang.com/_blank), [韩智文](http://www.dangdang.com/author/%BA%AB%D6%C7%CE%C4_1" \t "http://product.dangdang.com/_blank), [刘国萍](http://www.dangdang.com/author/%C1%F5%B9%FA%C6%BC_1" \t "http://product.dangdang.com/_blank) 译, 信息安全工程, 第2版. 北京. [清华大学出版社](http://www.dangdang.com/publish/%C7%E5%BB%AA%B4%F3%D1%A7%B3%F6%B0%E6%C9%E7_1" \t "http://product.dangdang.com/_blank). 2012

［3］James Graham, Ryan Olson, Rick Howard, Cyber Security Essentials. CRC Press. 2011.

［4］诸葛建伟, 网络攻防技术与实践. 北京. 电子工业出版社. 2011

［5］[卿斯汉](http://www.dangdang.com/author/%C7%E4%CB%B9%BA%BA_1" \t "http://product.dangdang.com/_blank), 蒋建春 编著, 网络攻防技术原理与实战. 北京. [科学出版社](http://www.dangdang.com/publish/%BF%C6%D1%A7%B3%F6%B0%E6%C9%E7_1" \t "http://product.dangdang.com/_blank). 2011

［6］牛少彰, 江为强, 网络的攻击与防范——理论与实践. 北京. 北京邮电大学出版社. 2006
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**十、大纲审核人**

**十一、学院审核程序说明**

由网络安全教学团队制定，负责本科教学工作的系主任审核，经学院教学指导委员会审核批准。

1. **学院审定日期**

**附：达成度评价方法：**

课程目标达成度评价包括课程分目标达成度评价和课程总目标达成度评价，具体计算方法如下：

![](data:image/x-wmf;base64,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)

![](data:image/x-wmf;base64,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)

课程目标评价内容及符号意义说明如附表1，字母*A*、*B*、*C、D*则分别表示作业与研讨、阶段随堂测验、课后实验、综合作业的实际平均得分。

附表1 课程评价考核基本信息表

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **课程目标评价内容** | **作业与研讨** | **阶段随堂测验** | **课后实验** | **综合作业** | **课程总评成绩** |
| 目标  分值 | 20 | 20 | 20 | 40 | 100 |
| 学生平均得分 | *A* | *B* | *C* | *D* | *A*+*B*+*C+D* |

课程目标达成度评价值计算具体说明如附表2。

附表2课程达成度评价计算方法

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **课程目标** | **考核环节** | **目标分值** | **学生平均得分** | **达成度计算示例** |
| 课程目标1 | 作业与研讨 | 20 | *A*1 |  |
| 阶段随堂测验 | 20 | *B*1 |
| 课后实验 | 20 | *C*1 |
| 综合作业 | 40 | *D*1 |
| 课程目标2 | 作业与研讨 | 20 | *A*2 |  |
| 课后实验 | 20 | *C*2 |
| 综合作业 | 40 | *D*2 |
| 课程目标3 | 作业与研讨 | 20 | *A*2 |  |
| 课后实验 | 20 | *C*2 |
| 综合作业 | 40 | *D*2 |
| 课程总体目标 | 总评成绩 | 100 | *A*+*B*+*C+D* |  |